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MISSING LINKS

Missing Links is a forensic analysis tool

suite comprised of two software components:

the Missing Links Explorer and the Missing Links
Extractor. The concept originated with a need

to support forensic examiners, in both field and

lab settings, in quickly identifying “missing” pieces
of evidence associated with a case. Missing Links
leverages the processing power of commercial tools
to scale correlation capabilities across thousands

of data sources and over a billion forensic artifacts.

MISSING LINKS EXTRACTOR MISSING LINKS EXPLORER

The Missing Links Extractor is a stand-alone capability, The Missing Links Explorer leverages COTS and GOTS
which can be executed in a bootable environment tools to ingest data and visualize correlations across
or command-line interface, to extract forensic artifacts small and large collections.
from a live machine or forensic copy.
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