DOD VULNERABILITY DISCLOSURE PROGRAM

BUG BYTES MARCH 2021

29,026 VULNERABILITIES SINCE LAUNCH

2,431 RESEARCHERS SINCE LAUNCH

18,396 ACTIONABLE REPORTS PROCESSED

SEVERITY FOR THE MONTH

- CRITICAL / HIGH: 3%
- MEDIUM: 10%
- LOW: 36%
- OUT OF SCOPE: 51%

SUBMITTED VULNERABILITIES

- SEP 2020: 1,143
- OCT 2020: 2,176
- NOV 2020: 1,384
- DEC 2020: 1,336
- JAN 2021: 1,339
- FEB 2021: 1,386
- MAR 2021: 722

LEADING COMMON WEAKNESS ENUMERATION’S FOR THE MONTH

- CWE-200 INFORMATION DISCLOSURE: 275
- CWE-840 BUSINESS LOGIC ERRORS: 65
- CWE-79 CROSS-SITE SCRIPTING: 57
- CWE-657 VIOLATION OF SECURE DESIGN PRINCIPLES: 56
- CWE-287 IMPROPER AUTHENTICATION - GENERIC: 53

KNOWLEDGE BYTE

The DoD-VDP Team is excited to announce that the rollout of the new DIB-VDP Pilot was a success! Thank you to all who participated in ensuring we experienced positive results! If you would like to know more about the DIB-VDP Pilot please visit https://hackerone.com/dib-vdp-pilot. As always, happy hunting!

RESEARCHER OF THE MONTH

We are excited to announce the March 2021 DoD VDP Researcher of the Month Award goes to Chi "@0xfatty" Tran with HackerOne! Chi submitted two critical severity Remote Code Execution (RCE) findings against BIG-IP F5 (CVE-2021-22986), which could lead to complete system compromise! Keep up the great work and thank you for participating in the DoD Vulnerability Disclosure Program! Happy Hacking!