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1. CONTACT DC3: To express interest send an email  
to DC3.ENSITE@us.af.mil.

2. ONBOARD: DC3 will arrange for a selected DC3 
mission partner to provide a virtual or physical  
site survey that includes a Technical Questionnaire  
and Terms of Service agreement.

3. DEPLOY: DC3-assigned mission partner will work  
with assigned DIB company to install a sensor  
best aligned to support their existing infrastructure.

4. OPERATE/MONITOR: In conjunction with DC3  
analysts, monitor a customized dashboard of the 
system for malicious activity.

4-step Enrollment Process 
for DIB Companies

  Whether your networks need physical or virtual deployments, DC3 ENSITE has you covered. 
Interested? Contact us at DC3.ENSITE@us.af.mil to get started.

Through a FREE security dashboard 
customized to your company’s needs, 

experience near real-time network 
monitoring combined with our 

analysts’ expertise, all of which assist 
in meeting multiple NIST 800-171 

Security Objectives.

 Customized Security 
Dashboard

• Real-time Threat Intelligence: 
Continuous monitoring of malicious 
cyber activity targeting the Defense 
Industrial Base (DIB).

• AI/ML-powered Detection: Advanced 
analytics combining rule-based, 
signature-based, and behavioral-based 
models.

• Alert Scoring & Triage: Faster validation 
of alerts linked to network evidence  
for quick response times.

• Centralized Dashboard: Federated  
view of incidents across the enterprise 
with real-time traffic inspection.

• MITRE ATT&CK Framework Integration: 
Data normalization and threat mapping 
to enhance analysis and response.

• Customized Support: Tailored 
installations and dedicated customer 
service to enhance your cybersecurity 
posture.
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