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 SEVERITY FOR THE MONTH

Vulnerability Types/Leading    
 CWE’s for the Month

TOP VulnerabilitIES SINCE LAUNCH

Open Tickets since launch

Mitigations since launch

Vulnerabilities 
Since Launch

Vulnerabilities 
FOR THE MONTH

Researchers 
Since Launch

ACTIONABLE 
REPORTS 
PROCESSED

CRITICAL / HIGH MEDIUM LOW UNACTIONABLE

23% 8% 8% 61%
ACTIONABLE

CWE-200 INFORMATION DISCLOSURE: 4
CWE-79 CROSS-SITE SCRIPTING (XSS): 3

CWE-94 CODE INJECTION: 1
CWE-918 SERVER-SIDE REQUEST FORGERY: 1

38 Successful Mitigations
(Including Top 5 Organization Data)

5 Unsuccessful Attempts

CRITICAL

HIGH

MEDIUM

LOW

DIB-VDP

MITIGATIONS 
FOR THE MONTH

CWE-200 INFORMATION DISCLOSURE
CWE-79 CROSS-SITE SCRIPTING (XSS)

CWE-657 VIOLATION OF SECURE DESIGN PRINCIPLES
CWE-284 IMPROPER ACCESS CONTROL - GENERIC 58

309

132
77

CWE-200

CWE-79

CWE-94

CWE-918

45%

33%

11%

11%

88%

12%

106

38

291

6

234 Successful Mitigations

207 Unsuccessful Attempts 53%47%


