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CTA offers more 
than 20 unique cyber 
training courses 
delivered through 
classroom, online, 
mobile training 
teams, on-demand 
and Instructor-Led 
Virtual (ILV) forums 
to both individuals 
and organizations 
across the greater 
DoD enterprise.

The Cyber Training Academy (CTA) designs, 
develops, and delivers high quality cyber training  
to Department of Defense personnel responsible 
for ensuring defense information systems are secure 

from unauthorized use, counterintelligence, and criminal and/or 
fraudulent activities.

CTA provides specialized training for Defense Criminal Investigative 
Organizations (DCIOs), Military Department Counterintelligence 
Organizations, Cyber Mission Forces (CMFs), Cyber Protection 
Teams (CPTs), Mission Defense Teams (MDTs), and many other 
entities across the greater DoD enterprise.

Foreign partners interested in advancing their digital forensics skills 
have the unique opportunity to receive tailored training at CTA in a 
five-week hands-on course that uses the latest techniques in digital 
forensics and cybersecurity.
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Eligibility
DOD service member, active duty, civilian, Reserve or National Guard on Title 10 status

Access to CTA Training
Students may apply for training via the Academy’s Cyber Learning Management Environment (CLME) portal, 
accessible on the internet at https://www.dcita.edu. This website is the student’s primary means of discovering 
and accessing all CTA content and courses.

Cybercast Webinars
Through the CLME, CTA routinely provides CyberCasts, which are prerecorded webinars that feature instructors 
presenting current cyber topics, such as new software demonstrations, cutting-edge techniques, and emerging 
threats and technologies. These CyberCasts are available to all personnel with CLME accounts at no additional 
cost.

Accreditation
The CTA is accredited by the Council on Occupational Education (COE), the International Association for 
Continuing Education and Training (IACET), the Computing Technology Industry Association (CompTIA),  
and the American Council on Education (ACE). Select CTA courses confer college credits to students,  
while CyberCasts and other learning materials provide students with Continuing Education Units (CEUs) used  
to meet certification requirements set forth in DoD Directive 8140.01, “Cyberspace Workforce Management”. 
CTA is a partner of the National Initiative for Cybersecurity Education (NICE), a nationally coordinated effort 
established to create the framework for education programs fostering sound cyber practices across  
government, industry and academia.

Learn More
To learn more about the CTA, and to take advantage of the many cyber training opportunities available,  
please visit https://www.dcita.edu.

CYBER Training
Curricula in forensics, technologies, intelligence, and tools/techniques are offered at three skill levels: 
core (basic), intermediate, and advanced.

TRAINING ANYWHERE, ANYTIME

Students with a computer and an Internet connection can access training  
on the Academy portal at any time from virtually anywhere in the world,  

and complete coursework at their own pace and on their own time.


